Security Tip of the Week
Cloud Computing – Self-Audit

Do you:
• Use strong passwords? Change them regularly?
• Protect access to your cloud services?
• Use two-factor authentication?
• Use different credentials for all cloud services?
• Not have multiple accounts connected to a single mailbox?

Reminder - To protect University data, it is imperative that no legally restricted or confidential data be placed in a cloud environment that is not sanctioned by the University. This would include environments such as Dropbox, Gmail, Facebook, LinkedIn, etc.

Do you have ideas that should be shared as security tips of the week? If so, please send them to UnivIT_SP@ur.rochester.edu

For more information, please visit: www.rochester.edu/it/security