
Security Tip 	  Weekof  
the

Public Computer Safety
Most of us will occasionally have to use a public computer for one 
reason or another. Whatever your reasons, using public computers will 
always carry an inherent risk of exposing your personal data. Here are 
some things you can do to protect yourself and lessen that risk.

1. Delete your Browsing History
2. Don’t save files locally
3. Don’t save passwords
4. Don’t do online banking or 
	 enter credit card information
5. Delete temporary files
6. Remember to log out
7. Pay attention to your surroundings 
	 and use common sense

Need Help? Contact University Information Technology 
Online: www.rochester.edu/it     Email: UnivITHelp@rochester.edu      Phone: 275-2000 (5-2000)

For more information on this week’s tip visit www.rochester.edu/it/security/securitytipofweek.


